CruzerLock Security Application

For Product Models: SDCZ2-128, SDCZ2-256

Brief Product Description:

CruzerLock is a Windows application that provides security protections to your personal data on the Cruzer USB storage device. It allows you to easily encrypt any individual files on your Cruzer device with a personal password, and you can decrypt the encrypted files at any time with your personal password. Encrypted files are not accessible to anyone else who does not know the encryption password.

Important Information: 

In Windows 2000/XP systems, in order to encrypt your files in a secured environment, the CruzerLock application requires local administrator privilege to execute. Please see your network administrator for acquiring local administrator privilege on your PC.

Installation:

1. After unzipping the package, copy the CruzerLock.exe to your Cruzer USB storage device.

2. Use your file explorer to navigate to the Cruzer drive, then double click on the CruzerLock application icon to execute it.

3. You will be prompt to input a password to be use to encrypt files when you run the CruzerLock application for the first time. Please memorize the password. You will be asked to supply this password when you try to decrypt the encrypted files.

FAQ:

1. How do I encrypt a file?

There are 3 ways to encrypt a file:

· Drag the file you’d like to encrypt from the un-encrypted file list(top-right window) to the encrypted file list(bottom-right window).

· Highlight the file you’d like to encrypt from the un-encrypted file list(top-right window), right click your mouse and then select “Encrypt” from the drop-down menu.

· Highlight the file you’d like to encrypt from the un-encrypted file list(top-right window), then elect “Encrypt” from the “Action” menu.

2. How do I decrypt a file?

There are 4 ways to decrypt a file:

· Double-click on the file you’d like to decrypt from the encrypted file le list (bottom-right window).

· Drag the file you’d like to encrypt from the encrypted file list (bottom-right window) to the un-encrypted file list (top-right window).

· Highlight the file you’d like to decrypt from the encrypted file list (bottom-right window), right click your mouse and then select “Decrypt” from the drop-down menu.

· Highlight the file you’d like to decrypt from the un-encrypted file list(bottom-right window), then elect “Decrypt” from the “Action” menu.

A dialog box will appear prompting you for the password to decrypt the file.

3. Do I need to setup different passwords for each file I’d like to encrypt?

No, you only need to setup one password for the Cruzer drive. The same password will be used to encrypt all files.

You will be asked to input the password when you run the CruzerLock application for the first time.

4. How do I change password?

Select “Change Password” from the “Action” menu. You will be asked to input the current password and the new password you’d like to change.

5. After I change my password, what happen to the encrypted files?

Every time you change your password, all encrypted files on the Cruzer will be re-encrypted with the new password. You always have only one password for all encrypted files.
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